PGP — Urbanculture
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«Jliopam HeobxoonmMa KoHpMaeHuUManbHOCTb. PGP pacnpocTpaHsaeTcs,
KaK OroHb B rnpepusax, pasgyBaeMbin JIOAbMU, KOTOpble BecrnokKoaTcs o
CBOEeW KOH(pMAEeHUMANIbHOCTN B 3TOT MHPOPMaLMOHHBLIN BeK. CeroaHs
opraHu3aumm No oxpaHe rnpas 4YenoBeKa UCNoJb3yT nporpammy PGP
014 3aWnTbl CBOUX Ntogen 3a pybexxom. OpraHmnsaumsa Amnesty
International Tak>Xe ncnonb3yetr eé. »

— Quaurnn UummepmaHH

PGP — kKpunTorpacunyeckas cucrtemMa, OCHOBaHHasa Ha KpunTorpauy ¢ OTKPbITbIM KJIIOYOM. MOXXHO
MCMOoIb30BaTb Kak NporpaMmy mam Kak 6nbamnoteky, BO BTOPOM CJlyHae MOXKHO CaMOMY HammcaTb
nporpamMmy, ncnonb3ytouyto PGP. B HacTosLlee BpeMs CHNTAETCA OAHUM M3 CaMbiX HaOEXHbIX CpeacTB
wundgpoaHmsa u UM, CywecTBytoT becnnaTHble U KOMMeEpPYecKMe Bepcumn. MisHavyanbHO nporpamMma bbina
6ecnnaTHOM C OTKPbLITbIM NCXOAHbLIM KOAOM. MNpoaHanan3npoBaB KoL, BeAyLlme KpUnToaHaanTUKM NpmusHanm
3(pheKTUBHOCTb NPMMEHEHNA aHHOro cpeacTBa WwudposaHmsa. Kpome camon PGP, CyLeCcTBYIOT aHanorm B
Buae filecrypt, gnupg (GPG), ncnonb3yiouive Te Xe aaropmtmbl. Bce peannsaumm NnoAHOCTbIO COBMECTUMBI
Mexnay cobo — T0o, 4TO 3amMdpPOBaHO O4HOW MPOrpaMMon, MoXKeT OblTb paclundpoOBaHO APYron npu
Hann4um katda. NepBble BeEpCcUM NporpamMmmbl codganHbl dPunmnnom LUnummepmaHHom B 1991 rogy. HelHYe
TEXHONOrnM WNPPOBaHUA AaHHbIX Ha 0OCHOBe PGP nau coBMmecTMble C Hel peannisoBaHbl anga scex OC.
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OcHoBHas cTaTeA: Kpuntorpaguns

[o 70-x ronos 20 Beka 6b1J10 N3BECTHO TOJIBKO CUMMETPUYHOE WNPOBaHNE, MPU KOTOPOM AN
pacwnpoOBbIBAHNS NCMOb3YETCHA TOT XKE KJIKOY, 4TO U ANSA wingpoBaHusa. O6WmMM He[oCTaTKOM TaKuMx
aJIropnTMOB SIBJISeTCS HeobxoaMMoCcTb Be3onacHOM Nepefayn Ki4va Yyepes HafeXHbln
(HenpocnywwrBaeMsbln) KaHas. MpPopbIBOM BbIJ10 OTKPLITUE aCUMMETPUYHOIO WKNGPOBaHNSA, KOraa Koy gas
wnpoBaHMsa MOXXeT BbITb NOACAYLWaH, HO €ero 3HaHMe He MOMOXXET KPpUNTOaHaIUTUKY AewndpoBaTh
coobuieHmne. Onsa paclunpoBKU NCMOJb3YETCSA 3aKPbIThIA K04, KOTOPbIA CO34aeTCA N XPAaHUTCSA TOJIbKO Y
afjpecaTta. ACMMMeTpuyHble Wndpbl paboTaloT MegJieHHee, YeM CUMMeTpUYHble 1 TpebytoT kntoy 6onbLuen
OnHblI ona obecnevyeHns Takonm e KpUNToCTOMKOCTN.
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B coBpeMeHHbIX BEPCUSAX UCMONb3YIOT rmbpuaHoe windpoBaHmne Ha ocHoBe obounx crocoboB. NHhopmaumio
BHa4aJie CKUMaloT, 3aTeM WNGPYOT O4HOPA30BbIM CMMMETPUYHbIM KJIK0YOM, @ TOT, B CBOIO o4epenb,
aCMMMEeTpPUYHbLIM. NepenatoTcsa 3aWmndpPoBaHHbIN TEKCT U 3alLUNGPOBaHHbLIA O4HOPA30BbLIN KoY. (CxaTne
HY>XHO OJ19 YCTpaHeHus n3bbiTOYHOCTM TEKCTa, MO3BOJISAOWEN MPOBOAUTL aHa/IM3 Ha OCHOBe Hanbonee
4YacTo BCTpeyvalowmxcsa pparMeHToB.) PaclumgppoBka MAET B 06paTHOM NopsaaKe: C MOMOLLbIO 3aKPbITOrO

KJIl04a pacLLUMdPOBbLIBaOT OAHOPA30BbINA, @ MOCPEACTBOM OHOIO Y>Ke paclUndpOoBbIBalOT BeCb TekcT L1,
MpenmMyLecTBo TaKoro MeTola B TOM, YTO aCMMMETPUYHbIE aNirOPUTMbl MEHEE CTOMKU, YEM CUMMETPUYHbIE,

1 Npv 60/bLLIOM 06bEMe AaHHbIX Nlerye noasepratoTcsa aHanmsy [2l; kpome Toro, wWndposaHue
CUMMETPUYHBLIM cnocoboM MAET 3HaYNTENIbHO BbicTpee. Hagé>XHOCTb 04HOPA30BOro KJjlto4a No CpaBHEHUIO C
rMapoJsieM BbICOKa, OO OH CO30aETCHA HE YENIOBEKOM, @ FEHEPATOPOM CJAyYalHbIX AW NCEBAOCYYaNHbIX
yucen. TakKe CUMMETPUYHBLIA K04 B AaHHOM CJlydae He MOXXEeT OblTb CKOMMPOMETUPOBAH, Tak Kak
MNCMOb3yeTCH TONIbKO OOUH pa3 N He AEMOHCTPUPYETCA OTAPaBMTENIO UM NONyYaTesNlo — ero 3HaeT JNWb
nporpamMa WngpoBaHus, B 3aliMpoBaHHOM BMAE NepefaloLllast ero nporpaMmMme agpecata BHYTpU camoro
coobuieHmns. Mpr 3ToM 04HOPA30BLINA KJKOY HE COOEPXKUT KOJIMYECTBO UHpopMaumun, 4OCTaTOYHOE 4SS
yCnewHoro B3sioMa nav nogbopa 3akpbITOro Kato4a aCUMMETPUYHOro aropuTMa. Takxxe Takom
0OHOPa30BbIN K04 He MOXKeT bbiTb MogobpaH Mo cioBapto, B OT/IMYUE OT Napoas, NpUAyMaHHOro
4YesI0BEKOM.

NMpuMeHAeMble aiIrOPUTMbI

e RSA — npuMeyaTeneH TeM, 4TO OAHa N Ta XKe Nnapa KJYen MoXXKeT UCMOJIb30BaTbCA N O
acuMMMeTpUYHoro wngposaHuna, n ansa UMM,

e DSA

e Cxema 2nb-lamansa (Elgamal)

npaKTuquKoe npuMeHeHune

TyT NOHATHO 1 exy. BC&, 4TO He AO0/KHO ObITb N3BECTHO TPETLUM NMLAM, NOANEXUT WgpoBaHuo. PGP n
€é aHasorm oatT OOCTAaTOYHYIO (HO He abCOoMOTHYI0) 3alUUTY KOHpUAEHUMaNbHOCTM NepeaaBaemMon
nHpopMaumn, aenas HEBO3IMOXKHbIM €€ aHasIn3 NporpaMmMamMm, cobrparLwmmMm NnepcoHanbHble AaHHbIE, U
cucteMamu KoHTponsa Tuna eshelon n COPM. Kpome wingposaHus, PGP ncnonb3syercs ons cosgaHus
3NEeKTPOHHON NOANMUCU OOKYMEHTa — X3Lla Ha OCHOBE BCEro AOKYMEHTa M 3aKpbITOro KJt4ya ero
Bragenbua. Takum obpa3som, obnagatens NybAMYHOrO Kjto4a MOXXET MPOBEPUTb, He Bbll I U3MEHEH
[OKYMEHT Npwn Nepechlsike N B AENCTBUTENLHOCTU S OH COCTaBfieH obnagaTenem ktoda 3akpbiToro. Mpwu
3TOM MO MMEKLLEMYCS X3LY HEBO3MOXHO YCTAHOBUTb CaM 3aKpPbITbI KJ1H0Y, HO 1 HEBO3MOXXHO CO34aTb
noAnncb, aHanornyHyo obnagaTenio 3aKpbITOro KJ4a. INeKTPOHHas NoANUChL No3BonseT obecnevynTb
LLe/IOCTHOCTb AOKYMEHTa, a Tak>XXe TOYHO YCTaHOBUTL ero Biafesbla.

PGP ¢ KOMaHOHOM CTPOKM

BEGIN PGP PRIVATE KEY BLOCK--
Wersion: BCPG wi.d5
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MpuMep 3aKpbITOrO KJo4a
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-----BEGIN PGP PUBLIC KEY BLOCK-----
Wersion: BCPG w1.43
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END PGP PUBLIC KEY BLOCK

MpuMep OTKPLITOro KJto4a N3 TOW »XKe napbl
Ha npumepe GNU Privacy Guard (cBob6oaHas 3ameHa PGP).
3awundpyeM an CAMMETPUYHBbIM LWNGPOM (MporpamMmMa CApPOCUT Naposb):
gpg -c file.txt
ObpasyeTcsa dann file.txt.gpg.
Pacwudpyem dann file.txt.gpg:
gpg file.txt.gpg
Mpw 3TOM NporpamMma co3nacT dann file.txt.
Co3pagnm napy ki4yen o1 aCMMMeTPUUYHOro LwngposaHnsa n SLUIM:
gpg --gen-key

Bcé, o0 4eM cnpocuT, MOXKHO OCTaBUTb 6e3 n3MeHeHUn (Ha)xumMas BBOJ), KpOMe UMeHU, agpeca u
KOMMeHTapus. Mo )KenaHuo MOXXHO yKasaTb NMaposib.

Mpumep

$ gpg --gen-key

gpg (GnuPG) 1.4.10; Copyright (C) 2008 Free Software Foundation, Inc.
This is free software: you are free to change and redistribute it.

There is NO WARRANTY, to the extent permitted by law.

Please select what kind of key you want:
(1) RSA and RSA (default)
(2) DSA and Elgamal
(3) DSA (sign only)
(4) RSA (sign only)
Your selection?
RSA keys may be between 1024 and 4096 bits long.
What keysize do you want? (2048)
Requested keysize is 2048 bits
Please specify how long the key should be valid.
0 = key does not expire
<n> = key expires in n days
<n>w = key expires in n weeks
<n>m = key expires in h months
<n>y = key expires in n years
Key is valid for? (0)
Key does not expire at all
Is this correct? (y/N) y

You need a user ID to identify your key; the software constructs the user ID
from the Real Name, Comment and Email Address in this form:
"Heinrich Heine (Der Dichter) <heinrichh@duesseldorf.de>"

Real name: test
Name must be at least 5 characters long
Real name: test test
Email address: test@example.com
Comment: no comment
You selected this USER-ID:
"test test (no comment) <test@example.com>"

Change (N)ame, (C)omment, (E)mail or (O)kay/(Q)uit? O
You need a Passphrase to protect your secret key.

gpg: key BCOA6855 marked as ultimately trusted
public and secret key created and signed.
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gpg: checking the trustdb
gpg: 3 marginal(s) needed, 1 complete(s) needed, PGP trust model
gpg: depth: 0 valid: 1 signed: O trust: 0-, 0g, On, Om, Of, 1u
pub 2048R/BCOA6855 2013-03-03
Key fingerprint = 7A9D 15DD 2E7C 44C7 CACA 6D59 27CC 8672 BCOA 6855
uid test test (no comment) <test@example.com>
sub 2048R/4C920DE9 2013-03-03

Xew nybanyHoro kntova: BCOA6855, dmnHrepnpuHT: 7A9D 15DD 2E7C 44C7 CACA 6D59 27CC 8672 BCOA
6855

MocmoTpuM eLwé pas3 Ha PUHreprnpuHT Hallero Ki4a:
gpg --fingerprint
Mpumep

$ gpg --fingerprint
/home/guest/.gnupg/pubring.gpg

pub 2048R/BCOA6855 2013-03-03

Key fingerprint = 7A9D 15DD 2E7C 44C7 CACA 6D59 27CC 8672 BCOA 6855
uid test test (no comment) <test@example.com>
sub 2048R/4C920DE9 2013-03-03

YKa>keM B HacTpolrKax cepBep kioyen. na storo nodbasum B hann .gnupg/gpg.conf.
keyserver hkp://pool.sks-keyservers.net
roe pool.sks-keyservers.net — agpec cepBepa Kio4en.

BMecTOo 3TOro MOXXHO Ka>kKAbl pa3 yKa3blBaTb CEPBEP KJOYEN B KOMaHOHON CTPOKe: --keyserver pool.sks-
keyservers.net

OTnpaBuM Hall KJ1l0Y B cepBep KJI4Yen:
gpg --send-keys xeLu_Knto4a
Mpumep

$ gpg --send-keys BCOA6855
gpg: sending key BCOA6855 to hkp server pool.sks-keyservers.net

CepBepbl Ko4ven 0OMeHNBAOTCA Klo4aMy Mexay coboii, Mo3TOMY AOCTAaTOMHO 3arpy3nTh K04 Ha OAUH
N3 HUX, @ CKOPO OH OKa)XeTCs AOCTYyMeH Ha BCeX cepBepax.

Y cepBepa KJo4Yen MoXeT bbiTb BeED-MHTEPGENC, Yepe3 KOTOPbIA MOXHO 3arpy>aTb U CKa4YnBaTb KJIOYN.
Mpn Nnoncke no xewy HY>XHO nepepn XewoMm NpunucebiBaTb «0x».

MNpumep
pe3ysbTaTbl MOUCKa Kt4Ya ¢ xewom BCOAG855

Ha opyrom KoMnbloTEpPEe MoaydYuM KoYy € cepBepa KJ4yen:

gpg --recv-keys xeLi_ko4a

Mpumep

$ gpg --recv-keys BCOA6855

gpg: requesting key BCOA6855 from hkp server pool.sks-keyservers.net

gpg: key BCOA6855: public key "test test (no comment) <test@example.com>" imported
gpg: Total number processed: 1

gpg: imported: 1 (RSA: 1)

Tenepb aBTOPCTBO (halnoB, MOAMUCAHHBLIX 3TUM KJOYOM, ByaeT cHMTaTbCA AOCTOBEPHbIM.
AnbTepHaTUBHbLIN cnocob nepenayn nybanyHoro KadYa — yepes gann:
gpg --output dann_c_knoyem.gpg --export

Mo>XHO ,El,06aBI/ITb onuuto --armaor, 4TOOBI q)a|7|n noNy4nmnca TeKCToBbIM.
Mpumep

$ gpg --output BCOA6855.gpg --armor --export


http://keys.gnupg.net/
http://key.ip6.li:11371/pks/lookup?search=0xBC0A6855&op=vindex

Ckonupyem aiin Ha ApYyroin KOMMbloTep N UMMNOPTUPYEM ero:
gpg --import dann_c_knawoyvem.gpg
Mpumep

$ gpg --import /tmp/BCOA6855.g9pg

gpg: key BCOA6855: public key "test test (no comment) <test@example.com>" imported
gpg: Total number processed: 1

gpg: imported: 1 (RSA: 1)

Tenepb HY>XXHO MNOANMUCATb KJOY:

gpg --edit BCOA6855 sign

Ha BTOpoM KomnbloTepe 3awmcdpyemM a1 OTKPbITbIM KJK0HOM C NEPBOro:
gpg --recipient nony4aTtenb --encrypt cann

Mony4aTens MOXKHO yKa3bliBaTb pa3HbIMU Crocobamu, HanNpuMep Yepes Xew ero KJt4a, uMs nam e-mail.
YT106bI CKpPbITH NOJly4aTens, ncnonb3ynTte --hidden-recipient BMecTo --recipient.

Mpumep
$ gpg --recipient BCOA6855 --encrypt 1.txt

MonyunTca pann 1.txt.pgp, KOTOPbLIA HY>XHO OTANPaBUTb Ha MepBblA KOMMObIOTEP.
Ha nepsom KoMnbloTepe pacwundpyem dann:

gpg dann
Mpumep

$ gpg 1.txt.gpg
gpg: encrypted with 2048-bit RSA key, ID 4C920DE9, created 2013-03-03
"test test (no comment) <test@example.com>"

Mopnuwem ann:

gpg --sign 1.txt # 6GuHapHbIN hann 1.txt.gpg, BKAOYaeT UCXOAHLIN hanin
gpg --clearsign 1.txt # TekcToBbI hann 1.txt.asc, BKAOYaeT NCXOAHbIN hann
gpg --detach-sig 1.txt # 6uHapHbIN hann 1.txt.asc, He BKAOYAET UCXOAHbIN han (TONbKO NOANUCH)

MpoBepum Noannck: gpg --verify hann_c_nopgnuceio # nposepsieT noanucb gpg --decrypt dpann_c_noanuceto
--output HoBbIN_halin # nposepseT NOANMUCHE N U3BJIEKaeT NoANuUCaHHbIN ann

Mpumep

$ gpg --verify 1.txt.sig

gpg: Signature made Sun 03 Mar 2013 04:42:13 PM MSK using RSA key ID BCOA6855
gpg: Good signature from "test test (no comment) <test@example.com>"

$ gpg --verify 1.txt.asc

gpg: Signature made Sun 03 Mar 2013 04:40:31 PM MSK using RSA key ID BCOA6855
gpg: Good signature from "test test (no comment) <test@example.com>"

$ gpg --verify 1.txt.gpg

gpg: Signature made Sun 03 Mar 2013 04:39:05 PM MSK using RSA key ID BCOA6855
gpg: Good signature from "test test (no comment) <test@example.com>"

$ gpg --output 1.txt --decrypt 1.txt.gpg

gpg: Signature made Sun 03 Mar 2013 04:39:05 PM MSK using RSA key ID BCOA6855
gpg: Good signature from "test test (no comment) <test@example.com>"

$ cat 1.txt

hello

$ gpg --output a.txt --decrypt 1.txt.asc

gpg: Signature made Sun 03 Mar 2013 04:40:31 PM MSK using RSA key ID BCOA6855
gpg: Good signature from "test test (no comment) <test@example.com>"

$ cat a.txt

hello

Oonuwuu -c, --encrypt 1 --sign MOXKHO NUCMOJIb30BaTb COBMECTHO.

Eweé
Yoanntb 4en-To Ny6ANYHbIA KIHOY:

gpg --delete-keys kTo-TO

MNpoTecTMpoBaTb UMMNOPT KJtoYa (BXOJIOCTYIO):



gpg --dry-run --import file.gpg

CM. TakXxe

¢ Jabber/XMPP
o RetroShare

CchbinKn

YcTaHOBKa 1 ncnosb3oBaHne PGP
Pycckasa sHumkKnonenus

CTaTbs B BUKUNEONN

CepBep obMeHa Kto4amMm

NMpuMmeuyaHus

1. T https://www.pgpru.com/biblioteka/osnovy/vvedenievkripto/glaval/kakdejjstvuetpgp
2. T no HapéxHocCcTn 1024-6UTHLIN aCUMMETPUYHLINA KJTKOY CPaBHUM C 128-6UTHBIM CUMMETPUYHbIM

PekoMeHOyeTCA 03HAKOMUTLCA C Oﬁcy)KJJ,EHI/IeM 3TON CTaTbk
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